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OFFICIAL
 
Thank you  - can you please report back to ASD that we’re still investigating as well
 

From:  
Sent: Thursday, March 14, 2024 10:01 AM
To: 

Subject: [SEC=OFFICIAL] RE: [ACSC-9605] Notification of potential misconfiguration
[SEC=OFFICIAL]
 

OFFICIAL
 

Hi 
 
I will liaise with the Web team for this funnelback incident.
 
I will keep you all posted.
 
 
Kind regards,

 
 

 | A/g Assistant Director Cybersecurity Engineering

Federal Court of Australia  |  Federal Circuit & Family Court of Australia  |  National Native Title Tribunal
Level 10, 80 William Street, Sydney, NSW 2000
www.fedcourt.gov.au

 

 
From:  
Sent: Thursday, March 14, 2024 9:16 AM
To: 
Subject: FW: [ACSC-9605] Notification of potential misconfiguration [SEC=OFFICIAL]
 

OFFICIAL
 
Morning 

s 22 of the FOI Act
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Has anyone actioned this below?
 

 
 

From: ASD Assist <asd.assist@defence.gov.au> 
Sent: Wednesday, March 13, 2024 11:10 PM
To: IT Security Adviser <IT.SA@fedcourt.gov.au>; IT Security Adviser <IT.SA@fedcourt.gov.au>
Cc:  ASD Assist <asd.assist@defence.gov.au>
Subject: RE: [ACSC-9605] Notification of potential misconfiguration [SEC=OFFICIAL]
 
Caution: This is an external email. DO NOT click links or open attachments unless you recognise the sender and
know the content is safe.

OFFICIAL

Good evening,
 
The ACSC is looking to follow up on the email we sent below, are you able to provide any further
information regarding this incident?
 
Kind regards,
 
Australian Cyber Security Centre
Australian Signals Directorate
 

 
P 1300 CYBER 1 (1300 292 371) | E asd.assist@defence.gov.au | W cyber.gov.au | T @cybergovau
 
To report a cyber security incident, visit cyber.gov.au or call 1300 292 371 (1300 CYBER1)

 
 
 
IMPORTANT: This email remains the property of the Department of Defence. Unauthorised
communication and dealing with the information in the email may be a serious criminal offence.
If you have received this email in error, you are requested to contact the sender and delete the
email immediately.
 
 

From: ASD Assist <asd.assist@defence.gov.au> 
Sent: Wednesday, 6 March 2024 11:24 AM
To: 'itsa@fedcourt.gov.au' <itsa@fedcourt.gov.au>; 'it.sa@fedcourt.gov.au'

s 22 of the FO  

s 22 of the FOI Act



<it.sa@fedcourt.gov.au>
Cc: ASD Assist <asd.assist@defence.gov.au>
Subject: RE: [ACSC-9605] Notification of potential misconfiguration [SEC=OFFICIAL]
 

OFFICIAL

Good morning,
 
The ACSC is following up on the below notification and would appreciate if you could please
provide a receipt of acknowledge, any further information or outcomes of the investigation
performed.
 
Kind Regards,
 
National Cyber Watch Office (NCWO)
Australian Cyber Security Centre
Australian Signals Directorate



Cc: ASD Assist <asd.assist@defence.gov.au>
Subject: [ACSC-9605] Notification of potential misconfiguration [SEC=OFFICIAL]
 

OFFICIAL

Good evening,
 
The Australian Signals Directorate’s (ASD) Australian Cyber Security Centre (ACSC) has received a
third party report regarding sets of metadata that is publically accessible on your website. The
reference number for this report is ACSC-9605.
 
Please note that we have not verified this report. We are simply passing it on for your awareness
and potential investigation.
 
The reporter has provided the below link to access the metadata.
 

 
We would appreciate any information, findings, or outcomes of any additional investigations
performed in relation to this notification.
 
 
Kind Regards,
 
National Cyber Watch Office (NCWO)
Australian Cyber Security Centre
Australian Signals Directorate

s 22 of the FOI Act



If you have received this email in error, you are requested to contact the sender and delete the
email immediately.
 
 




